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Einleitung

Die Stiftung Datenschutz ist eine Einrichtung des Bundes und tragt mit
kostenfreien Informationsangeboten dazu bei, den Datenschutz zu
fordern und die Anwendung der gesetzlichen Vorgaben zu erleichtern.

Im Rahmen unserer Tdtigkeit, besonders bei unseren Angeboten fur
ehrenamtlich Engagierte, werden uns immer wieder Fragen gestellt,
die den Schutz der personenbezogenen Daten von Kindern und
Jugendlichen betreffen. Trotz hoher praktischer Relevanz werden diese
Fragen in den bestehenden gesetzlichen Regelungen, in der Recht-
sprechung und auch in den Veroffentlichungen der Datenschutzauf-
sichtsbehdrden nicht immer ausreichend klar beantwortet. Daher
haben wir ein Rechtsgutachten beauftragt mit dem Ziel, auf Basis der
aktuellen Rechtslage belastbare Handlungsempfehlungen fir die
Praxis in Vereinen zu geben.

Diese Handreichung basiert auf der Veréffentlichung ,,Das besondere
Schutzbedurfnis von Kindern und Jugendlichen. Gutachten zum
Schutz personenbezogener Daten Minderjdhriger” von Dr. Diana Ettig
(siehe QR-Code) und richtet sich an Menschen ohne juristische Kennt-
nisse, die im Rahmen ihrer Tatigkeit personenbezogene Daten von
Kindern und Jugendlichen verarbeiten. Der Schwerpunkt liegt dabei
auf Vereinen, aus deren Praxis auch die meisten Beispiele stammen.

=6 Das besondere Schutzbediirfnis von
A Kindern und Jugendlichen
P33 zum Gutachten:

- sds-links.de/schutzbeduerfnis-kinder-jugendliche




Da die rechtlichen Vorgaben fur alle Verantwortlichen gleich sind,
gelten die Empfehlungen aber auch fir andere Organisationen.

Ausgenommen ist hier die Betrachtung von Kindern und Jugend-
lichen in Kitas und Schulen. Die dortige Datenverarbeitung unterliegt
der Verantwortung der jeweiligen Trager. Die Nutzung von Social-
Media-Plattformen und Messenger-Diensten wird nur mit Bezug auf
die Kommunikation mit dem - Verantwortlichen betrachtet.

In den einzelnen Abschnitten wird jeweils zundchst auf die allgemeinen
Vorschriften eingegangen. Dann folgt eine Erlduterung der Besonder-
heiten fur Kinder und Jugendliche, gefolgt von konkreten Handlungs-
empfehlungen. Die Handlungsempfehlungen basieren auf der aktu-
ellen Rechtslage sowie auf den Einschdtzungen der Datenschutz-
aufsichtsbehorden. Sie erheben keinen Anspruch auf Vollstandigkeit
und Richtigkeit, und sie ersetzen keine rechtliche Beratung.

Wir haben uns um eine anschauliche, verstdndliche Sprache bemuht.
Es gibt Hinweise auf die Gesetzestexte zum Nachlesen. Im Sinne der
Klarheit und der Kirze haben wir einige Angaben/bestimmte Details,
besonders Zitate aus Gesetzestexten, vereinfacht und gekuirzt, ohne
den Sinn zu verandern. Zum Nachlesen wird auf die jeweiligen Stellen
verwiesen. Das Gutachten ,Das besondere Schutzbedurfnis von Kin-
dern und Jugendlichen” von Dr. Diana Ettig (siehe QR-Code) enthalt
umfangreiche FulBnoten mit Verweisen auf die zahlreichen Quellen,
sowie detaillierte Anwendungsbeispiele, fur die in dieser Hand-
reichung der Platz fehlt.

Ein Glossar und ein Verzeichnis der verwendeten Abklrzungen findet
sich im Anhang. Einige wichtige Begriffe werden zusatzlich im Text
erldutert.



Wichtige Grundsétze

Die Verarbeitung von personenbezogenen Daten unterliegt gesetz-
lichen Einschrankungen. Dadurch sollen Rechte und Freiheiten natdr-
licher Personen geschutzt und asymmetrische Machtverhdltnisse
ausgeglichen werden. Neben dem Grundgesetz der Bundesrepublik
Deutschland, das das Recht auf informationelle Selbstbestimmung
gewadabhrleistet, garantiert die Charta der Grundrechte der Europdi-
schen Union (- GRCh) nicht nur die Grundrechte auf Achtung des
Privat- und Familienlebens (Art. 7 GRCh) und auf den Schutz perso-
nenbezogener Daten (Art. 8 GRCh), sondern sichert in Art. 24 GRCh
auch explizit die ,Rechte des Kindes". GemdafR Art. 24 Abs. 1 GRCh
haben Kinder ,Anspruch auf den Schutz und die Firsorge, die fur ihr
Wohlergehen notwendig sind.”

Die UN-Kinderrechtskonvention fordert, dass bei allen MaBnahmen,
die Kinder betreffen, deren Wohl vorrangig bertcksichtigt wird. Kein
Kind darf willkirlichen oder rechtswidrigen Eingriffen oder Beein-
trdchtigungen ausgesetzt werden.

Die EU-Kinderrechtsstrategie, 2021 von der Europdischen Kommi-
ssion verabschiedet, fordert ,sicherzustellen, dass die Rechte des
Kindes, einschliel3lich der Privatsphdre, des Schutzes personenbezo-
gener Daten und des Zugangs zu altersgerechten Inhalten, in digitalen
Produkten und Dienstleistungen durch Technikgestaltung und Vor-
einstellungen bertcksichtigt werden.”

Die Datenschutzgrundverordnung (- DSGVO) ist, im Zusammen-
spiel mit anderen Gesetzen, die mafigebliche Vorschrift fur die Ver-
arbeitung von personenbezogenen Daten innerhalb der Europdi-
schen Union. Dabei gelten folgende Prinzipien:
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1. RechtmdRigkeit und Transparenz: Die Daten durfen nur far
erlaubte Zwecke verarbeitet werden, die Verarbeitung muss fur
die = betroffene Person nachvollziehbar sein.

2. Zweckbindung: Die Daten durfen nur fur festgelegte, eindeutige
und legitime Zwecke und nicht in einer damit unvereinbaren
Weise (weiter-)verarbeitet werden.

3. Datenminimierung: Die Datenverarbeitung muss dem Zweck
angemessen sein und auf das fur den Zweck notwendige Maf3
beschrankt bleiben.

4. Richtigkeit: Die Daten mussen richtig und erforderlichenfalls
auf dem neuesten Stand sein. Unrichtige Daten mUssen
unverzulglich berichtigt oder geldscht werden.

5. Speicherbegrenzung: Die Daten diurfen nur so lange gespeichert
werden, wie es fur die festgelegten Zwecke erforderlich ist.

6. Integritdt und Vertraulichkeit: Die Daten mussen gegen
unerlaubte Zugriffe und unerwinschte Veranderungen
geschitzt werden.

7. Rechenschaftspflicht: Der = Verantwortliche muss die
Einhaltung dieser Grundsdtze nachweisen kdnnen.

Unter — Datenverarbeitung wird hier verstanden das Erheben,
Organisieren, Speichern, Andern, Abfragen, Verwenden, Ubermitteln,
Loschen oder Vernichten von Daten (Art. 4 DSGVO).

Die DSGVO enthdlt eine Reihe von Sonderregelungen fur Minder-
jahrige: Bei der Interessenabwdgung zur Beurteilung des berechtigten
Interesses gelten besonders hohe Anforderungen, wenn es sich bei
der betroffenen Person um ein Kind handelt. Die Einwilligung von
Minderjdhrigen in Bezug auf Dienste der Informationsgesellschaft
(Online-Angebote, die sich nur gegen Bezahlung oder Preisgabe der
eigenen Daten nutzen lassen, wie Streamingdienste oder Social-
Media-Plattformen) unterliegt besonderen Bedingungen. Bei den Be-
troffenenrechten gelten zugunsten von Kindern erhéhte Transpa-
renzanforderungen.






Zweckbindung und
Zweckdnderung

Der Grundsatz der - Zweckbindung besagt, dass personenbezogene
Daten nur fur festgelegte, eindeutige und legitime Zwecke erhoben
und verarbeitet werden durfen.

Es ist moglich, den Verarbeitungszweck im Nachhinein unter be-
stimmten Bedingungen zu dndern, wenn die Verarbeitung nicht auf
der = Rechtsgrundlage der Einwilligung beruht. Diese Bedingungen
sind in Art. 6 Abs. 4 DSGVO geregelt. Dazu gehoren

1. die Verbindung zwischen dem Zweck, flr den die Daten ur-
sprunglich erhoben wurden, und den Zwecken der beabsichtig-
ten Weiterverarbeitung,

2. das Verhdltnis zwischen den betroffenen Personen und dem
Verantwortlichen,

3. ob es sich um besonders schitzenswerte Kategorien personen-
bezogener Daten gemdR Art. 9 DSGVO handelt

4. die moglichen Folgen der beabsichtigten Weiterverarbeitung fur
die betroffenen Personen,

5. ob es geeignete Garantien gibt, zum Beispiel Verschlisselung
oder Pseudonymisierung

Bei der Verarbeitung von personenbezogenen Daten Minderjahriger
sind diese Kriterien besonders sorgfdltig zu betrachten.

Wenn Daten aufgrund einer Einwilligung verarbeitet werden, braucht
es fur den gednderten Zweck eine neue Einwilligung.

Daten, die von einem Anbieter von digitalen Diensten zur Altersveri-
fikation erhoben wurden, dirfen nicht fir kommerzielle Zwecke wei-
terverarbeitet werden.



Rechtsgrundlagen

Die Nutzung von Social Media-Plattformen ist weit verbreitet, aber
Fur jede — Verarbeitung — personenbezogener Daten braucht es
eine - Rechtsgrundlage. Ohne passende Rechtsgrundlage ist die
Datenverarbeitung nicht zuldssig. Fir = Verantwortliche ist es daher
wichtig, die Verarbeitung auf die richtige Rechtsgrundlage zu stit-
zen. Artikel 6 DSGVO nennt sechs mogliche Rechtsgrundlagen:

» Vertragserfillung: Die Datenverarbeitung ist erforderlich, um einen
Vertragsschluss vorzubereiten und/oder um einen Vertrag zu erfullen.

= Einwilligung: Die betroffene Person hat der Datenverarbeitung zu-
gestimmt.

= Rechtliche Verpflichtung: Der Verantwortliche ist aus anderen
Gesetzen oder Vorschriften zur Datenverarbeitung verpflichtet.

 Berechtigtes Interesse: Das Interesse des Verantwortlichen an der
Datenverarbeitung Uberwiegt in einer Gegentberstellung die Rechte
der betroffenen Person.

= Lebenswichtige Interessen: Die Datenverarbeitung ist erforderlich,
um lebenswichtige Interessen der betroffenen oder dritter Perso-
nen zu schutzen.

- Offentliche Aufgabe: Die Datenverarbeitung liegt im 6ffentlichen
Interesse oder ist erforderlich, um die 6ffentliche Aufgabe zu erfll-
len, die dem Verantwortliche Ubertragen wurden.



Die Datenverarbeitung aufgrund von Vertrigen

Die Rechtsgrundlage des Art. 6 Abs. 1 UAbs. 1 lit. b) DSGVO erlaubt
die Verarbeitung personenbezogener Daten, wenn diese zur Anbah-
nung oder Erfullung eines Vertrages mit der betroffenen Person er-
forderlich ist.

Ob ein Vertrag mit Minderjghrigen wirksam abgeschlossen werden
kann, regeln die §§ 107ff. des Birgerlichen Gesetzbuchs (BGB). Dem-
nach sind Kinder unter sieben Jahren nicht geschdftsfahig und kon-
nen daher selbst keine wirksamen Vertrdge abschlieen. Danach
sind Minderjahrige bis zum Erreichen der Volljghrigkeit beschrankt
geschdaftsfahig; Vertrage bedurfen fur ihre Wirksamkeit der Zustim-
mung ihrer — gesetzlichen Vertretung (mehr dazu im Abschnitt
-Wenn Kinder noch nicht selbst entscheiden kénnen®).

Eine Ausnahme sind Vertrage, die fur die minderjahrige Person
ausschlieBlich rechtlich vorteilhaft sind, aus denen also keine
Verpflichtungen erwachsen. Diese treten in der Praxis sehr
selten auf. Eine weitere Ausnahme — Vertrdage, die mit dem
~Taschengeld” bezahlt werden — soll hier keine Rolle spielen.

Fur nicht geschaftsfahige Minderjadhrige werden typischerweise die
Eltern stellvertretend in deren Namen Vertrdge abschlief3en. Sind die
Minderjdhrigen dlter als sieben Jahre und damit beschrdankt ge-
schaftsfahig, konnen sie auch selbst Vertrdge eingehen, wenn die
Sorgeberechtigten dem zustimmen. Das ist typischerweise bei einer
Vereinsmitgliedschaft der Fall, wobei das Kind selbst Vereinsmitglied
ist, auch wenn die Eltern den Beitrag oder eine andere Vergltung
Ubernehmen.



Fur die Anforderungen an die Zustimmung der gesetzlichen Vertreter
ist entscheidend, ob es sich bei dem Vertrag um eine Angelegenheit
von erheblicher Bedeutung oder um eine Angelegenheit des tagli-
chen Lebens handelt. So ist mal die Zustimmung eines Elternteils bei
geteiltem Sorgerecht ausreichend, mal ist die Zustimmung aller Er-
ziehungsberechtigten erforderlich (mehr dazu im Abschnitt ,Wenn
Kinder noch nicht selbst entscheiden konnen®).

Unabhdngig vom Alter des Kindes kdnnen Eltern auch im eigenen
Namen Vertrége abschlie3en, die zugunsten der Kinder wirken.

Ein Sonderfall sind Beratungsangebote bei Konflikten mit den Sorge-
berechtigten. Hier ist deren Zustimmung nicht erforderlich. Die Da-
tenverarbeitung im Rahmen dieser Angebote stitzt sich typischer-
weise entweder auf die Rechtsgrundlagen ,Vertragserfillung® (Art. 6
Abs. 1 UAbs. 1 lit. b) DSGVO) oder ,Erflullung offentlicher Aufgaben
(Art. 6 Abs. 1 UAbs. 1 lit. ) DSGVO). Es ist denkbar, dass ein solcher
Beratungsvertrag ohne Zustimmung der Eltern aufgrund der einge-
schrankten — Geschdaftsfahigkeit nicht wirksam ist. In der Praxis
dirften solche — in der Regel kostenfreien — Angebote jedoch als flr
die Minderjahrigen rechtlich rein vorteilhaftes Geschaft einzuordnen
sein. In diesen Fdllen — auch vor dem Hintergrund des - Art.12 der
UN-Kinderrechtskonvention — sind die Anforderungen an die Infor-
mationen zur Datenverarbeitung besonders hoch.

Handlungsempfehlung: Die Vertragserfullung eignet sich gut als
Rechtsgrundlage fur die Verarbeitung personenbezogener Daten
Minderjahriger im Ehrenamt und in Vereinen. Sie bietet Rechts-
sicherheit fur die Verantwortlichen und schutzt gleichzeitig die
Minderjdhrigen vor einer ausufernden Verarbeitung.

Wenn der Vertragsschluss mit einem beschrdnkt geschaftsfahigen

Minderjghrigen ohne Zustimmung der Eltern nicht infrage kommt,
konnte in bestimmten Konstellationen geprift werden, ob der
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— rechtlich rein vorteilhafte Vertrag denkbar ist, der kosten- und ver-
pflichtungsfreie Angebote auch ohne elterliche Einwilligung ermog-
licht.

Die Datenverarbeitung aufgrund von Einwilligungen

Bei der Rechtsgrundlage der Einwilligung nach Art. 6 Abs. 1 UAbs. 1
lit. a) DSGVO sowie Art. 9 Abs. 2 lit. a) DSGVO stellt sich — vor Betracht-
ung der allgemeinen Voraussetzungen — zundchst die Frage der Ein-
willigungsfahigkeit durch den Minderjdhrigen sowie den Trager der
elterlichen Sorge.

Ab wann kénnen Minderjahrige wirksam einwilligen?

Ob ein Minderjdahriger wirksam in die Verarbeitung seiner personen-
bezogenen Daten einwilligen kann, ist nicht geregelt und muss daher
im Einzelfall entschieden werden.

Die Fahigkeit zur Einwilligung hdngt von der Art und dem Umfang der
Datenverarbeitung ab und davon, ob der Minderjdhrige in der Lage
ist, die Konsequenzen der Datenverarbeitung zu beurteilen. Daher
kann es (anders als bei der Geschaftsfahigkeit) keine feste allgemeine
Altersgrenze geben, ab welcher ein Minderjdhriger sein grundrecht-
lich durch Art. 8 > GRCh verblrgtes Recht auf informationelle Selbst-
bestimmung selbst wahrnehmen kann.

Handlungsempfehlung: Die Vollendung des 13. Lebensjahrs
kann als untere Grenze fur die Einwilligungsfdahigkeit betrachtet
werden. Ab 16 Jahren kénnen Jugendliche wirksam in die
weitreichende Datenverarbeitung bei der Nutzung sozialer
Medien einwilligen, so dass dies als belastbare Orientierung
dienen kann. Zusdatzlich gilt: Wenn besonders sensible Daten
(Art. 9 DSGVO0) verarbeitet werden, sollte fur die Einwilligungs-
fahigkeit im Zweifel ein hoheres Alter angenommen werden.
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Analog zum Vertragsabschluss kommt es bei der Einwilligung durch
die Sorgeberechtigten darauf an, ob es sich um eine Angelegenheit
von erheblicher Bedeutung oder um eine Angelegenheit des tagli-
chen Lebens handelt (mehr dazu im Abschnitt ,Wenn Kinder noch
nicht selbst entscheiden konnen®).

Braucht es nun zusatzlich die Einwilligung des Kindes oder reicht die
Einwilligung der Sorgeberechtigten aus? Kinder haben ein grund-
rechtlich geschitztes Selbstbestimmungsrecht aus Art. 8 GRCh und
Art. 12 der UN-Kinderrechtskonvention. Daher muissen sie gehort
und Uber die durch die Eltern erteilte Einwilligung in geeigneter Form
informiert werden, sobald sie zustimmungsfdhig sind. Geht es um
Fotos oder Videos Kunsturhebergesetz muss das (zustimmungsfahi-
ge) Kind einwilligen — das ergibt sich aus dem - Recht am eigenen
Bild.

Je intensiver die Datenverarbeitung und je junger die Minder-
jahrigen, umso wichtiger die Einwilligung der Eltern. Umgekehrt
gilt: In einfache Datenverarbeitungen kdnnen dltere Jugend-
liche auch schon ohne elterliche Zustimmung wirksam einwilli-
gen. Feste Altersgrenzen gibt es nicht.

Handlungsempfehlung: Wenn das Kind einwilligungsfahig ist,
sollte dessen Einwilligung eingeholt werden. Ganz sicher geht
man nur, wenn parallel auch die elterliche Einwilligung vorliegt. In
Angelegenheiten von erheblicher Bedeutung braucht es dann die
Unterschrift beider Sorgeberechtigten. Wenn nur die Sorge-
berechtigten einwilligen, sollte das Kind zumindest informiert
werden, so dass es von seinem Widerrufsrecht Gebrauch
machen kann.
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Bei Erreichen der Volljahrigkeit verlieren die Einwilligungs-
erklarungen der Eltern ihre Wirksamkeit. Dann muss eine eigene
Erklarung von den jungen Erwachsenen eingeholt werden.

Anforderungen an die Einwilligung

Die DSGVO bestimmt, dass Einwilligungen

= freiwillig,

= fUr den bestimmten Fall,

= in informierter Weise und unmissverstdandlich

ausdricken mussen, dass die betroffene Person mit der Verarbeitung
der sie betreffenden personenbezogenen Daten einverstanden ist.

Mit Blick auf die Freiwilligkeit und Bestimmtheit gelten bei Minder-
jahrigen die gleichen Voraussetzungen wie bei Erwachsenen; sie darf
also nicht unter Zwang oder Druck erfolgen, oder auch nicht, wenn
Nachteile angedroht werden oder zu befirchten sind.

»,Fur den bestimmten Fall“ bezieht sich auf den Zweck der Daten-
verarbeitung — eine Einwilligung, die fur eine bestimmte Art der Daten-
verarbeitung erteilt wurde, kann nicht die Grundlage fur eine andere
Verarbeitung sein (Ausfihrlich dazu im Abschnitt ,Zweckbindung
und Zweckdnderung®).

Ist die Voraussetzung der Einwilligungsfahigkeit erftllt, muss die Ein-
willigungserklarung inhaltlich vollsténdig und richtig und so formu-
liert sein, dass sie fur den Minderjdhrigen verstandlich ist, um auch
das Kriterium der Informiertheit zu erfullen.

Handlungsempfehlung: Der Verantwortliche muss nachweisen
kdnnen, dass eine Einwilligung vorliegt. Daher ist es sinnvoll die
Einwilligung schriftlich oder elektronisch einzuholen und zu
dokumentieren. Eine Formvorschrift gibt es aber nicht.
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Widerruf

Die Einwilligung in eine Datenverarbeitung kann durch die betroffene
Person jederzeit fur die Zukunft widerrufen werden. Juristisch umstrit-
ten ist derzeit (2025) zu welchem Zeitpunkt Minderjdhrige eine von
den Eltern erteilte Einwilligung widerrufen kénnen. Sinnvoll wdre an-
zunehmen, dass die Einwilligungsfdhigkeit auch die Fahigkeit zum
Widerruf umfasst, so dass es auch hier auf den individuellen Ver-
standnishorizont der jungen Menschen und die konkrete Datenver-
arbeitung ankommt, siehe Abschnitt ,,Ab wann kénnen Minderjahrige
wirksam einwilligen?®.

Sonderfall: Besondere Kategorien personenbezogener Daten

Nach Art. 9 der DSGVO sind Daten zur ethnischen Herkunft, zur Ge-
sundheit, zur Sexualitat, zu politischen, religidsen oder weltanschau-
lichen Uberzeugungen oder zur Gewerkschaftszugehérigkeit beson-
ders geschutzt. Auch genetische Daten und biometrische Daten
fallen darunter, wenn sie eine naturliche Person identifizieren kénnen.

Die Verarbeitung dieser Daten kann (unter anderem) auf der Rechts-
grundlage einer Einwilligung erlaubt sein. Fir die Teilnahme an Ferien-
freizeiten, Mentoringprogrammen, Angeboten zur Lernférderung
oder dhnlichen Aktivitdten ist es unumgdanglich, dass die Begleitper-
sonen um Allergien, religiose Speisevorschriften, einzunehmende
Medikamente und andere besonders sensible Daten wissen. Streng-
genommen ist hier das Kriterium der Freiwilligkeit nicht erfullt, weil
die Aktivitat ohne die Einwilligung verschlossen bliebe; die DSGVO
bietet aber keine andere Losungsmaoglichkeit.

Die grofite Herausforderung ist sicher die Formulierung der Einwilli-
gungserkldrung. Sie muss den Anforderungen der DSGVO entsprechen,
sollte aber gleichzeitig nicht abschrecken. Sinnvoll ist es daher, den
Minderjdhrigen und ihren Eltern zundchst einmal den Inhalt in einem
Gesprdch ,auf Augenhohe® zu erldutern.
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Eine Einwilligung in die Datenverarbeitung durch direkt an Minder-
jahrige gerichteten Dienste der Informationsgesellschaft ist ab Voll-
endung des 16. Lebensjahrs wirksam (Art. 8 Abs. 1 UAbs. 1 DSGVO).

Die Datenverarbeitung aufgrund iberwiegender
berechtigter Interessen

Eine weitere Rechtsgrundlage fur die Verarbeitung personenbezogener
Daten Minderjdhriger ist Art. 6 Abs. 1 UAbs. 1 lit. f) DSGVO, wonach
eine Verarbeitung rechtmafig ist, wenn sie zur Wahrung berechtigter
Interessen des Verantwortlichen oder eines Dritten erforderlich ist
und nicht die Interessen oder Grundrechte und Grundfreiheiten der
betroffenen Person Uberwiegen, ,insbesondere dann, wenn es sich
bei der betroffenen Person um ein Kind handelt".

Fur die Interessenabwdgung muss im konkreten Einzelfall geprift
werden, ob die berechtigten Interessen des Verantwortlichen schwe-
rer wiegen als das Interesse der betroffenen Person, dass die Daten
nicht verarbeitet werden. Das Alter des Kindes sowie die Art der
Daten und der Umfang der Datenverarbeitung muss bei der Interessen-
abwdgung besonders berlcksichtigt werden.

Die DSGVO sieht einen besonders groRer Schutzbedarf bei der Ver-
wendung personenbezogener Daten von Kindern fur Werbezwecke,
sowie bei der Erhebung von personenbezogenen Daten von Kindern
fUr die Nutzung von Diensten, die Kindern direkt angeboten werden

Handlungsempfehlung: Die Interessenabwdagung bei der

Verarbeitung personenbezogener Daten Minderjdhriger sollte
besonders sorgfdltig durchgefihrt und dokumentiert werden.
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Die Datenverarbeitung aufgrund Ubertragung
offentlicher Aufgaben

Diese Rechtsgrundlage soll hier nur genannt werden, da Trager der
offentlichen Jugendhilfe immer haufiger 6ffentliche Aufgaben an an-
erkannte Trager der freien Jugendhilfe Gbertragen. Die freien Trager
der Jugendhilfe agieren als Erfullungsgehilfen des Staates, sind aber
mit Blick auf die Art und Weise der Erfullung der Ubertragenen Auf-
gaben weisungsfrei. Sie sind daher datenschutzrechtlich als eigen-
standige Verantwortliche einzuordnen und mussen ein dem offent-
lichen Trager vergleichbares Schutzniveau bieten. Besonders wichtig
ist bei dieser Rechtsgrundlage die sorgfdltige Regelung der Aufgaben
wie auch der damit verbundenen Datenverarbeitung in der Verein-
barung zwischen den 6ffentlichen Trdger und den freien Tragern der
Jugendhilfe. Weitere Informationen gibt es im Gutachten.
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Die Rechte der
betroffenen Person

Das Recht auf informationelle Selbstbestimmung beinhaltet, dass
jede Person, ohne Altersgrenze, wissen kdnnen soll, wer welche Daten
Uber sie zu welchem Zweck verarbeitet. Die DSGVO sieht daher eine
Reihe von Rechten fir die = betroffene Person bzw. Pflichten fir die
— Verantwortlichen vor.

Informationspflichten

Verantwortliche missen die betroffenen Personen (oder deren ge-
setzliche Vertreter) informieren, wenn sie personenbezogene Daten
erheben und verarbeiten. Dazu eigenen sich schriftliche Daten-
schutzhinweisen.

Handlungsempfehlung: Die Datenschutzhinweise kénnen
zundchst im Rahmen eines Gesprdchs mit den Eltern zu Beginn
einer (Forder-)MaRBnahme oder beim Eintritt in einen Verein
erldutert und Ubergeben werden. Diese Informationen sollten
moglichst kurz, aber klar formuliert sein, damit sie nicht abschre-
ckend wirken. Auch ein Link auf eine Website ist denkbar.

Betroffenenrechte

Betroffene Personen haben gegenuber den Verantwortlichen das
Recht auf Auskunft Gber ihre Daten, auf Léschung, Berichtigung und
Ubertragbarkeit, auf Einschrénkung der Verarbeitung und auf die
Vermeidung von automatisierten Entscheidungen. Grundsdtzlich ste-
hen die Betroffenenrechte den Minderjahrigen zu. Es kann sinnvoll
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sein, dass die Rechte durch eine sorgeberechtigte Person geltend ge-
macht werden. In der Praxis werden hier die Rechte auf Auskunft und
Loschung relevant sein.

Anforderungen an die Gestaltung

Die DSGVO regelt, dass Verantwortliche in ,préziser, transparenter,
verstandlicher und leicht zugdnglicher Form in einer klaren und ein-
fachen Sprache® informieren mussen. Dies gilt ,insbesondere fur
Informationen, die sich speziell an Kinder richten®. Das bedeutet, dass
Informationen und Hinweise so gestaltet sein missen, dass ein Kind
sie verstehen kann. Dadurch soll ermoéglicht werden, dass die Minder-
jahrigen ihre Rechte geltend machen kdnnen, gegebenenfalls auch
erst Jahre nach dem Beginn der Datenverarbeitung.

Diese formellen Anforderungen durften Verantwortliche vor Heraus-
forderungen stellen, gilt es doch, recht komplexe Sachverhalte in
kindgerechter Form darzustellen.

UNICEF Deutschland hat eine kinderfreundliche Version der
UN-Kinderrechtskonvention erstellt, die als Orientierung fir die
kinderfreundliche Darstellung komplizierter Sachverhalte
dienen konnte.
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Checkliste Betroffenenrechte

@ Werden Betroffenenrechte geltend gemacht?
Wenn ja, welche?

@ Wer stellt den Antrag? Fiir wen?

© Ist die Person dazu berechtigt? Allein oder mit anderen
Personen zusammen, falls es sich um eine Sache von
erheblicher Bedeutung handelt?

= Nachweis der Vertretungsberechtigung anfordern, zum Beispiel
Auszug aus dem Sorgerechtsregister

O st die Person, wer sie vorgibt zu sein?
- Identitdtsnachweis anfordern
© Wenn das Recht auf Auskunft geltend gemacht wird:

= Durch die minderjahrige Person: Die Auskunft kann erteilt
werden, weil daraus keine Nachteile entstehen kénnen.
Die Auskunftserteilung erfolgt an die minderjahrige Person.

= Durch die Eltern fur die minderjahrige Person: Stehen schutz-
wurdige Interessen des Kindes der Auskunft an die Eltern
entgegen? (zum Beispiel im Zusammenhang mit Prdventions-
und Beratungsangeboten, die sich direkt an die Minderjdhrigen
richten)

» MuUssen beide Eltern den Anspruch geltend machen? Das ist

noch nicht geklart und hangt vom Einzelfall, vor allem der Art
und dem Umfang der Datenverarbeitung, ab.
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(6]

Wenn die Rechte auf Léschung, Widerruf oder Widerspruch
geltend gemacht werden:

= Ist der Minderjahrige einwilligungsfdhig (siehe Abschnitt

~Wenn Kinder noch nicht allein entscheiden kénnen®), kann er
die Einwilligung widerrufen.

= Ob der Minderjahrige selbst die Loschung von Daten verlangen

oder einer Verarbeitung widersprechen kann, muss im Einzelfall
gepruft werden. Maf3geblich ist die Einsichtsfahigkeit des
Minderjahrigen. Nicht erforderlich ist eine einstimmige Erklarung
von Eltern und Kind.

» Wird das Recht auf Léschung, Widerruf oder Widerspruch

durch die Eltern fur den Minderjahrigen geltend gemacht, ist zu
prufen, ob es sich um eine Angelegenheit von besonderer
Bedeutung handelt, die beide Elternteile erfordert.

* Injedem Fall ist zu prifen, ob die Austbung der Rechte durch

22

die Eltern dem Wohl des Kindes dient und ob keine schutz-
wurdigen Belange des Minderjdhrigen dem entgegenstehen.
Der Minderjdhrigen sollte informiert und einbezogen werden.



@ Verletzt die Geltendmachung des Betroffenenrechts
Rechte Dritter?

= Wenn nein, Anfrage beantworten/Anspruch erfullen

= Wenn ja, abwdgen, wie das Recht der betroffenen Person
und das schutzwuirdigem Interesse Dritter ausgeglichen
werden kann.

= Mogliche MafRnahmen: Anonymisierung oder Pseudo-
nymisierung bestimmter Daten, teilweise Auskunft,
Ablehnung des Auskunftsanspruchs.

= Abwdgung muss dokumentiert werden
» Betroffene mussen transparent informiert werden.

Ist die Antwort entsprechend dem Verstandnishorizont
des Minderjahrigen formuliert?
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Wenn Kinder noch nicht allein
entscheiden konnen

Wenn Minderjdhrige noch nicht selbst Vertradge abschlieen oder in
die Datenverarbeitung einwilligen kénnen, mussen die Eltern (oder
andere gesetzliche Vertreter) zustimmen. Eltern vertreten das Kind
Ublicherweise gemeinsam. Leben die Eltern getrennt und teilen sich
das Sorgerecht, kann der Elternteil, bei dem sich das Kind regular auf-
hdlt, in Angelegenheiten des taglichen Lebens (zum Beispiel Nach-
hilfe, Klassenfahrten, Hobbies) allein entscheiden. Angelegenheiten
von erheblicher Bedeutung mussen beide sorgeberechtigten Eltern-
teile gemeinsam entscheiden. Dazu zdhlt ein Schileraustausch oder
die Frage, ob Fotos der Minderjdhrigen veroffentlicht werden durfen.

Dies fuhrt zu einer gewissen Unsicherheit: Dem - Verantwortlichen
ist im Zweifel gar nicht bekannt, wer das Sorgerecht fur den Minder-
jahrigen innehat, ob die Eltern zusammen oder getrennt leben und ob
der konkrete Vertrag oder die Einwilligung als Angelegenheit des
taglichen Lebens oder als Handlung von erheblicher Bedeutung ein-
zuordnen ist. Der einzig rechtssichere Weg wadre die Einholung der
Einwilligung beider Eltern, die oft schwierig und aufwendig sein kann.
Gleiches qilt fur den aktuellen Nachweis der alleinigen elterlichen
Sorge (etwa durch einen jdhrlichen Auszug aus dem Sorgerechtsre-
gister).

Handlungsempfehlung: Daher empfiehlt sich eine stufenweise
Risikobewertung: Je eher es sich bei der Datenverarbeitung um
eine Angelegenheit des taglichen Lebens handelt, desto eher
kann davon ausgegangen werden, dass die Zustimmung eines
Elternteils genugt. Bei Angelegenheiten von erheblicher Bedeu-
tung sollte die Zustimmung beider Eltern eingeholt werden. Und
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je grofRer die Bedeutung, umso eher braucht es einen Nachweis
des alleinigen Sorgerechts.

Im Abschnitt ,Rechtsgrundlagen/Einwilligung® wurde dargestellt,
welche Anforderungen an die Einwilligung durch die Minderjahrigen
selbst bestehen.

Handlungsempfehlung: Wenn das Kind einwilligungsfahig ist,
sollte dessen Einwilligung eingeholt werden. Ganz sicher geht
man nur, wenn parallel auch die elterliche Einwilligung vorliegt. In
Angelegenheiten von erheblicher Bedeutung braucht es dann die
Unterschrift beider Sorgeberechtigten. Wenn nur die Sorge-
berechtigten einwilligen, sollte das Kind zumindest informiert
werden, so dass es von seinem Widerrufsrecht Gebrauch
machen kann.

Mit dem 18. Geburtstag verlieren Einwilligungserklarungen der
Eltern ihre Wirksamkeit. Von den jungen Erwachsenen mussen
jetzt eigene Einwilligungserkldrungen eingeholt werden.

Erfolgt die Datenverarbeitung auf der Rechtsgrundlage des
Vertrags mit Zustimmung der Sorgeberechtigten oder auf der
Rechtsgrundlage der berechtigten Interessen, dndert sich
nichts.
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Fotos und Videos
veroffentlichen

Im Leben mit Kindern und Jugendlichen spielen Fotos und Videos oft
eine grof3e Rolle. Wenn die Personen erkennbar sind, unterliegt schon
das Fotografieren/Filmen den Vorgaben zum Datenschutz. Davon
ausgenommen sind nur Bilder zur privaten Verwendung, die nur einem
beschrankten Kreis zugdnglich sind, zum Beispiel Familienfotos in
einem Album.

Wenn Bilder von erkennbaren Personen verdffentlicht werden sollen,
muss neben der DSGVO auch das Kunsturhebergesetz angewandt
werden. Dort ist das Recht am eigenen Bild geregelt, das ein Aus-
druck des Allgemeinen Personlichkeitsrechts ist.

Rechtsgrundlagen nach dem Kunsturhebergesetz

Das Kunsturhebergesetz bestimmt, dass Bildnisse grundsatzlich nur
mit ausdrucklicher Einwilligung der Abgebildeten verbreitet oder ver-
offentlicht werden durfen.

Minderjghrige konnen wirksam in die Veroffentlichung einwilligen,
wenn sie Uber die erforderliche Einsichtsfdhigkeit verfligen. Zusatz-
lich ist die Einwilligung beider sorgeberechtigter Elternteile erforder-
lich, weil es sich bei der Veroffentlichung von Aufnahmen immer um
eine Angelegenheit von erheblicher Bedeutung handelt.

Davon gibt es Ausnahmen: Bilder aus dem Bereich der Zeitgeschichte,

Bilder, auf denen die Person nur als Beiwerk erscheint, Bilder von Ver-
sammlungen, Aufzliigen und dhnlichen Vorgdngen sowie Bilder, die
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einem hoéheren Interesse der Kunst dienen, bedurfen vor ihrer Veroffent-
lichung nicht der Einwilligung der Abgebildeten.

= Zeitgeschichte: nicht nur Vorkommnisse von historisch-
politischer Bedeutung oder au3ergewdhnliche Ereignisse,
sondern auch solche von allgemeinem gesellschaftlichen
Interesse, auch wenn sie nur von regionaler oder lokaler
Bedeutung sind.

» Beiwerk: Die Abbildung der Landschaft oder des Ortes pragt
das Bild; die Abbildung der Person muss so untergeordnet
sein, dass sie auch entfallen kénnte, ohne dass sich der
Gegenstand und Charakter des Bildes verdndert.

« Versammlungen, Aufzlige und dhnliche Vorgdnge: Gezeigt
werden Ansammlungen von Menschen in der Offentlichkeit,
die den kollektiven Willen haben, etwas gemeinsam zu tun.
Die abgebildete Person muss als Mitglied der abgebildeten
Gruppe und nicht als Individuum wahrgenommen werden.
Dies trifft typischerweise auf Demonstrationen, Karnevals-
umzUge, Sport- und Parteiveranstaltungen zu, nicht dagegen
auf private Zusammenkinfte wie Hochzeiten oder private
Faschingsfeiern.

= Hoheres Interesse der Kunst:

Sdamtliche Bildnisse kunstlerischer Art
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Rechtsgrundlagen nach dem Datenschutzrecht

Die Rechtsgrundlagen fir die Verarbeitung personenbezogener
Daten werden in einem eigenen Abschnitt dargestellt. Die hier praxis-
relevanten Rechtsgrundlagen — Vertrag, Berechtigte Interessen und
Einwilligung — sollen hier nur noch fur die Verarbeitung von Fotos und
Videos erldutert werden.

Vertrag

Datenschutzrechtliche Grundlage fur das Anfertigen, Speichern und
Veroffentlichen von Bildern kann ein Vertrag sein, der dies vorsieht.
Denkbar ist auch ein Vertrag Uber eine Vereinsmitgliedschaft, der
sich auf die Satzung des Vereins bezieht, die das Anfertigen und Ver-
offentlichen von Bildern, zum Beispiel Mannschaftsfotos, regelt. Die
Vertragsgestaltung sollte berlcksichtigen, dass maoglicherweise die
Eltern die Vertragspartner sind, weil Minderjahrige nur eingeschrankt
Vertrége schlieBen kénnen. (Abschnitt ,Wenn Kinder noch nicht allein
entscheiden kénnen®)

Berechtigte Interessen

Eine Verarbeitung ist rechtmdfig, wenn sie zur Wahrung berechtigter
Interessen des Verantwortlichen oder eines Dritten erforderlich ist
und nicht die Interessen oder Grundrechte und Grundfreiheiten der
betroffenen Person Uberwiegen, ,insbesondere dann, wenn es sich
bei der betroffenen Person um ein Kind handelt”. So bestimmt es die
DSGVO (Abschnitt ,Rechtsgrundlagen®). Bei Minderjdhrigen Gber-
wiegt in der Regel deren Schutzbedurftigkeit, so sehen es mehrere
Datenschutzaufsichtsbehorden.

Wird die Verwendung der Bilder dennoch auf berechtigte Interessen
gestutzt, konnen die Abgebildeten dem widersprechen. Dann durfen
die Bilder nur aus zwingenden, schutzwirdigen Grinden weiter ge-
nutzt werden.
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Handlungsempfehlung: Weil die Interessenabwdgung hochst-
wahrscheinlich zugunsten des Schutzes der Minderjahrigen
ausfallen wird und wegen des Risikos eines erfolgreichen
Widerspruchs eignet sich die Rechtsgrundlage ,berechtigte
Interessen” in der Regel nicht fur die Verarbeitung von Bildern
Minderjahriger.

Die Einwilligung

Die Anforderungen an die Einwilligung nach der DSGVO - Freiwillig-
keit, Informiertheit, Transparenz und Nachweisbarkeit — wurden im
Abschnitt ,Rechtsgrundlagen” dargestellt, ebenso auch die Moglich-
keit des Widerrufs jederzeit und ohne Angabe von Grinden.

Auch nach Kunsturhebergesetz braucht es die Einwilligung der ab-
gebildeten Person, zusdatzlich zur Einwilligung nach der DSGVO.
Auch eine nach Kunsturhebergesetz erteilte Einwilligung kann wider-
rufen werden, allerdings nur aus wichtigem Grund.

In welchem Alter Minderjahrige in die Anfertigung und Veroffentlich-
ung von Fotos und Videos selbst einwilligen kénnen, wurde im Ab-
schnitt ,Wenn Kinder noch nicht allein entscheiden konnen* erldutert.

Handlungsempfehlung I: Im Zweifel sollte angenommen werden,
dass die Einwilligungsfdahigkeit eher spater als friher vorliegt —in
der digitalen Welt ist die Veroffentlichung von Bildern potentiell
von grof3er Bedeutung. Daher braucht es vorher die Einwilligung
beider sorgeberechtigten Elternteile.

Handlungsempfehlung Il: Wegen der Moglichkeit des Widerrufs
und der potenziell fraglichen Einwilligungsfahigkeit eignet sich
die Einwilligung nicht gut als Rechtsgrundlage fur die Erstellung
und Veroffentlichung von Bildern Minderjdhriger.
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Informationspflichten bei Bildern und Videos

Wie im Abschnitt Die Rechte der betroffenen Person dargestellt,
muss der Verantwortliche Uber die Datenverarbeitung informieren.
Weil dies bei groRen Menschenmengen wie bei Sportveranstaltun-
gen oder StraBenumzigen kaum maoglich ist, sieht die DSGVO in
Artikel 14 dafur eine Ausnahme vor.

Handlungsempfehlung: Die Veranstalter konnen in der Einla-
dung bzw. 6ffentlichen Anklindigung der Veranstaltung und mit
Hinweisschildern am Veranstaltungsort Uber die Anfertigung von
Bildern und ggf. weitere Datenverarbeitungen informieren, die
als wichtigste Informationen enthalten

= den Namen und die Kontaktdaten des Verantwortlichen und
gegebenenfalls die Kontaktdaten des Datenschutzbeauftragten

» die Verarbeitungszwecke und die entsprechende
Rechtsgrundlage

« die berechtigten Interessen und das Widerspruchsrecht,
wenn die Verarbeitung auf dieser Rechtsgrundlage beruht.

FUr die anderen erforderlichen Angaben, wie Information Uber die
Betroffenenrechte und die Speicherdauer, ware denkbar, per URL
oder QR-Code auf eine Webseite mit den vollstdndigen Angaben zu
verweisen.
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Anwendungsbeispiele
@ Interne Dokumentation fiir den Verein
- Fotos/Videos nicht zur Veroffentlichung vorgesehen

» Rechtsgrundlage ,berechtigtes Interesse” denkbar, erfordert
Interessenabwdgung

+ Interessenabwdgung muss den besonderen Schutzbedarf von
Minderjahrigen berucksichtigen

= Abwdgung dokumentieren
» Keine Anforderungen aus dem Kunsturhebergesetz, da nur fur
die Veroffentlichung relevant
@ Fotos fiir Vereinszeitschrift
= Sicherste Rechtsgrundlage: Einwilligung nach DSGVO
= Einwilligungsfdahigkeit des Minderjdhrigen beachten,
im Zweifel zusdatzlich die Einwilligung beider Eltern einholen

und dokumentieren

= Einwilligung nach DSGVO gilt auch als Einwilligung nach
Kunsturhebergesetz

» Rechtsgrundlage ,berechtigtes Interesse” grundsatzlich
moglich, aber:

» Schutzbedtrfnis der Minderjdhrigen Uberwiegt in der Regel
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© Fotoveroffentlichung auf der Vereinswebsite

= Angelegenheit mit besonderer Bedeutung, daher Einwilligung

beider sorgeberechtigter Elternteile erforderlich

= wenn das Kind ausreichend einsichtsfahig ist, braucht es
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Social-Media-Plattformen
datenschutzgerecht nutzen?

Die Nutzung von Social-Media-Plattformen ist weit verbreitet, aber
mit grof3en Risiken far die Privatsphdre verbunden — nicht nur fur Kin-
der und Jugendliche. Auch wenn es mit der alltadglichen Lebens-
wirklichkeit im Widerspruch steht: Eine datenschutzkonforme Nut-
zung von Social Media ist praktisch nicht moglich; auch die Daten-
schutzaufsichtsbehorden raten von der Nutzung fur Vereine und
andere Organisationen ab. Damit ist der Betrieb einer Social-Media-
Prdasenz fur Verantwortliche weiterhin mit Unsicherheit verbunden.
Sollten Verantwortliche dennoch eine Social-Media-Prdsenz betrei-
ben und/oder per Social Media mit Nutzenden kommunizieren

= braucht es fiur die Veroffentlichung von Fotos/Videos von Minder-
jahrigen unbedingt die Einwilligung des Kindes und beider sorge-
berechtigten Eltern (Recht am eigenen Bild, Angelegenheit von
weitreichender Bedeutung)

» sollte die Kommunikation auf das Notigste beschrankt und alter-
native Kommunikationswege angeboten werden

» sollten dort Datenschutzinformation angeboten werden, auch Uber
die Vereinbarung Uber die gemeinsame Verantwortlichkeit, die der
Verantwortliche mit dem Betreibern der Social-Media-Plattform
abschlieRen muss.

Handlungsempfehlung: Auch wenn Social Media fur viele
Menschen, besonders Jugendliche, alltaglich ist, sollte sehr
kritisch geprtft werden, ob eine Présenz dort fir die Vereins-
arbeit notwendig ist und die Risiken fur die Privatsphdre zu
rechtfertigen sind.
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Messenger-Dienste
datenschutzgerecht nutzen?

Messenger-Dienste spielen fur die Kommunikation im Verein, beson-
ders in der Jugendarbeit, eine wichtige Rolle, auch wenn sie bei flhren-
den Anbietern mit hohen Risiken verbunden sind.

Datenschutzrisiken populdrer Messenger-Dienste

= Sammeln personenbezogene Daten zu kommerziellen
Zwecken

= Kopieren der Kontakte aus dem Adressbuch

= Telefonnummern, Profilbilder 6ffentlich zugdnglich

= Verarbeiten Standort-Daten

= Verarbeiten Status-Daten (online, gelesen)

» Speichern Metadaten

Handlungsempfehlung I: Verwendung von datenschutzfreund-
lichen Messenger-Diensten.

Handlungsempfehlung II: Nutzt ein Verein Messenger-Dienste
fur die Kommunikation mit Kindern und Jugendlichen unter 16
Jahren, braucht es wegen der Intensitat der Verarbeitung zwin-
gend die Einwilligung beider Eltern. Es sollten moglichst daten-
sparsame Voreinstellungen gewdhlt werden (z.B. keine Profil-
bilder anzeigen, automatisches Loschen der Nachrichten), und es
sollte immer eine alternative Mdglichkeit der Kommunikation
aktiv angeboten werden.
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Eine Ausnahme sind Beratungs- und Prdventionsangebote, die sich
direkt an Jugendliche richten und den Kontakt méglichst niedrig-
schwellig gestalten wollen. In diesen speziellen Fdllen kénnte die
elterliche Einwilligung entbehrlich sein. Als Rechtsgrundlage wdren
der (rechtlich rein vorteilhafte) Vertrag oder ein berechtigtes Interesse
zulassig.
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Glossar

Besondere Kategorien
personenbezogener
Daten: Nach Art. 9 der
DSGVO sind bestimmte
personenbezogene Daten
besonders schutzwdrdig
und dirfen nur unter ganz
bestimmten Bedingungen
verarbeitet werden. Dazu
gehoren (unter anderem)
Daten zur ethnischen
Herkunft, zur Religion
sowie Daten mit
Gesundheitsbezug und
Bezug zur Sexualitdt.

Betroffene Personen:
Diesen Begriff verwendet
die DSGVO flr Personen,
deren Daten verarbeitet
werden.

Betroffenenrechte:

Die DSGVO regeltin
Art. 15, dass den
Betroffenen eine Reihe
von Rechten gegenuber
den Verantwortlichen
zusteht, darunter die
Rechte auf Auskunft,
Berichtigung, Einschrdn-
kung der Verarbeitung
und Loéschung ihrer
personenbezogenen
Daten, sowie das Recht
auf Widerspruch gegen
die Verarbeitung. Diese
Rechte werden ergdnzt
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durch die Informations-
pflichten des Verantwort-
lichen gegendber den
betroffenen Personen.

Datenschutzgrundver-
ordnung (DSGVO): Diese
EU-Verordnung regelt die
Verarbeitung von
personenbezogenen
Daten durch private (z. B.
Unternehmen) und durch
offentliche (z. B. Behorden)
Stellen in der gesamten
EU. Fir manche Bereiche
kénnen die Mitglieds-
lander eigene Regelungen
treffen. Die DSGVO soll
personenbezogene Daten
schiitzen und gleichzeitig
den Datenverkehr
ermoglichen.

Datenverarbeitung:
Gemeint ist der Umgang
mit personenbezogenen
Daten (erheben, organi-
sieren, speichern,
bearbeiten, I6schen,
veroffentlichen ...).

Einwilligungsfdahigkeit:
Die Fahigkeit von Kindern
und Jugendlichen, in die
Verarbeitung sie
betreffender personenbe-
zogener Daten einzuwilli-
gen, hangt von individuel-

len Verstdndnishorizont
und von der Art der
Datenverarbeitung sowie
den damit verbundenen
Risiken ab. Es gibt keine
festen Altersgrenzen.

EU-Grundrechtecharta
(GRCh): fasst die Grund-
und Menschenrechte
innerhalb der EU
zusammen. Art. 8 befasst
sich mit dem Schutz der
personenbezogenen
Daten, Art. 24 mit den
Rechten von Kindern.

Geschdaftsfahigkeit:
Fahigkeit, wirksam
Verpflichtungen aus
Rechtsgeschdften
einzugehen. Kinder unter
sieben Jahren sind nicht
geschdaftsfahig, Sieben-
bis Siebzehnjahrige sind
beschrdnkt geschafts-
fahig (§ 104 ff BGB). Die
Geschaftsfahigkeit
unterscheidet sich von der
Einwilligungsfahigkeit.

Personenbezogene
Daten sind Daten, die
sich auf eine bestimmte
natdrliche Person
beziehen. Auch Pseudo-
nyme, Nutzernamen oder
dhnliches sind personen-



bezogene Daten, wenn
sie Ruckschlisse auf die
konkrete Person zulassen.

Rechtlich lediglich
vorteilhafte Vertrdge
sind Vertrdge, durch die
eine minderjahrige Person
ausschlieBlich rechtliche
(nicht zwingend materielle)
Vorteile erlangt (§ 107
BGB). Sie bedirfen nicht
der Zustimmung der
Sorgeberechtigten und
sind in der Praxis sehr
selten.

Das Recht am eigenen
Bild: Ausprégung des
allgemeinen Personlich-
keitsrechts, geregelt im
Kunsturhebergesetz.
Abgebildete Personen
sollen grundsdtzlich selbst
Uber die Veroffentlichung
der Bilder bestimmen
konnen.

Rechtsgrundlage:

Die DSGVO bestimmt,
dass jede Verarbeitung
personenbezogener
Daten eine Rechtsgrund-
lage hat, und sieht sechs
mogliche Rechtsgrund-
lagen vor (Art. 6). Vor
Beginn der Verarbeitung
muss der Verantwortliche

entscheiden, auf welche
Rechtsgrundlage die
Verarbeitung gestitzt
werden soll, und den
entsprechenden Vorgaben
folgen.

Verantwortliche:
Personen oder Organisa-
tionen, die Uber die
Verarbeitung von
personenbezogenen
Daten entscheiden.

Die UN-Kinderrechtskon-
vention definiert
weltweite Standards zum
Schutz der Rechte von
Kindern, auf die sich die
Vertragsstaaten
verpflichtet haben. Art. 12
beschreibt das Recht der
Kinder darauf, dass ihr
Willen berlcksichtigt
wird; Art. 16 beschreibt
das Recht auf Achtung
des Privat- und Familien-
lebens.

Zweckbindung:
Personenbezogene Daten
durfen nur zu festgelegten,
eindeutigen und legitimen
Zwecken erhoben und
verarbeitet werden

(Art. 5 Abs. 1 DSGVO).
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